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This form is only required to be sent to the MSHP for ORI Administrator access only. 

All other access levels will be added and submitted electronically through MACHS by 
the ORI Administrator or OCA Administrator. 

The agency may use the form for internal agency use, if needed.
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Each individual requesting access must fill out a separate form. 

Email notifications will be returned to the email address listed on the form
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We have risk-based authentication built into the MACHSII System. The first time you 
log-in, you will be required to click on the “OK” button. This signifies that you 
understand that you are signing into a system with restricted information. You must 
click “OK” before being allowed to enter your User ID and password. 
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Each access level user should have received an email with their User ID and a generic 
password. 

You will enter it here. The generic password consists of : Capital Last name initial, Lower 
case First name initial, last 4 digits of your SS#, and 2-digit month, 2-digit day, 4 digit 
year of your Date of Birth, followed by an exclamation mark  “!” 

For example: Js123405011968!

Don’t forget the “!” at the end of your password. The main compliant of passwords 
being rejected for the first time is because people will forget to add that on there. 
You may write your password down temporarily if you need to. At this time, the 
password is generic and you will be prompted to change it immediately. 
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As a new user, you will be prompted to change your password immediately.  Remember 
to use the “helpful hints” from your Security Awareness Training when choosing a 
secure password. 
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As a new user, you will be prompted to answer some security questions. These 
questions serve two purposes….

1) Because of risk-based authentication, the system will remember what computer 
you have logged into. If you log into a different computer or device, it will ask you 
security questions to verify that you are the correct user.

2) If you forget your password and need to be re-set, you will be asked a security 
question.
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The user should review this page carefully. If any changes need to be made, you may 
update them at this time.

If everything is correct… Hit SUBMIT.
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Account Home consists of 4 icons:

1) View Results of Submissions

2) Rap Back Notifications

3) MACHS Validations

4) Account Information
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ACCOUNT INFORMATION

If you are an ORI/OCA Administrator, you can request to add more users, modify, etc. If 
you are an ORI /OCA Read-Only, you will not have this capability. 

PROFILE MANAGEMENT:

User Profile: Access to everyone

Request List: ORI and OCA Admin Only

Change Password: Access to everyone

Manage Security Questions: Access to everyone

New MACHS User Registration: ORI and OCA Admin Only

APPLICATIONS:

Missouri Automated Criminal History System (MACHS):  Access to everyone

ADMIN TOOLS

Manager Users: ORI and OCA Admin Only
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This will take the user back to the Account Home page with the 4 ICONS.
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This is where you will search for your results. 

REMEMBER:

If you are an ORI Administrator/ORI Read Only, you will see all results for all OCAs (if 
any) under your ORI.

If you are an OCA Administrator/OCA Read-Only, you will only see the OCAs chosen for 
you by the ORI Administrator. 
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VIEWED:  This option will show the results that have been viewed previously. 

UNVIEWED: This option will show the results that have not been previously viewed. 
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By selecting a “Sorting Option” you can search by Entry Date, OCA, SSN, TCN or Last
Name. 
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A wild card feature (*) has been added to the optional search filters. This search feature 
will allow you to broaden your search if you do not have the exact information.

FOR EXAMPLE: MH* will return results for all TCNs that start with MH

FOR EXAMPLE:  If you are an “ORI Administrator” and would like to view only certain 
OCA’s, you would search something like this:

*007*B (for Bus Drivers)
*007*U (for Unclassified)

REMINDER:  The Wildcard feature is only available for the TCN, OCA and LAST NAME 
fields.
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Only the results that were specified in the Optional Search Filters will be displayed. 
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In Progress- Some delays that may keep the status in Pending longer than the average time, 
could be:

We have not received a response from the FBI
The quality of the Fingerprints are poor
The person may have a criminal record 
Quality Control may be researching the record for missing dispositions or 

incorrect information

Rejected- If you click on Rejects, you will see only rejects. Rejects will NOT show up in the 
“completed” search. 

Further explanation: If the FBI rejects a record, the applicant will go back out and get re-
fingerprinted. The old method was to have our staff reprint the state response to go out with 
the new FBI response. However, on the MACHS system, we will no longer do that. The state 
response will not go out again with the new FBI response. You will see only the FBI response in 
your completed view.

TIP on recognizing a FBI only response:   If the TCN number has an RE as the first two 
characters this is the result of a rejection. The rest of the TCN will be the same as the original. 
When searching for a specific TCN, replace the first two characters of the original TCN with RE. 
Then click search.

If you see “Pending”, this status technically emcompassas anything that is not complete. All 
fingerprint submissions prior to the date of activation that had been in the 
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Some history about when results were available:

Before we had an electronic vendor, it took about 6-8 weeks to receive a response once 
the fingerprints were submitted to the MSHP/FBI. If the fingerprints were mailed in, you 
could add 2 more weeks on to that for a total of 10 weeks or longer. After the vendor 
came on board, it cut the turn-around time down to about 7-10 business days. Now, 
with the MACHS II upgrade, the average response time (with no criminal history) has 
been 11 minutes. So….from 6-10 weeks to 11 minutes. Pretty impressive. 

Agencies are still allowed to mail-in fingerprints. This will affect the timing from 
fingerprint capture to the date the MSHP is able to scan the fingerprints into the 
database. BUT… the average time from the submission of fingerprints to the return of 
the results could still be 11 minutes.  The time lag is in the mailing/scanning process. 
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One change is that unlike the mail copies, you will not receive two separate documents. 
Both the state response and FBI response will be included in one PDF document.  

A photo will be included with the results if the applicant registered and fingerprinted 
through Cogent. If the applicant was fingerprinted by any other means, a photo will not 
appear on their results. 

You may print, save, store, etc. at this time. If you choose to not do anything with the 
record, the results will expire in 90 days. 
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The results will be accessible until the expiration date. Once expired, the results will no 
longer be available but the name of the applicant will appear indefinitely. 
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By clicking on Mark Unviewed, the result will be searchable from the Unviewed option 
of the “view results” tab. The Status column will be show the last person to view that 
result along with the date and time.

By clicking on Mark Viewed, the result will be searchable from the Viewed option of the 
“view results” tab. In the Status column will be a “Mark as Viewed” button. Once 
viewed, you may click this button to remove this result from the “unviewed search”. 

The results will remain as searchable even after being “viewed”. 

The Status column could be updated more than once, depending on the User. 
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All ORI Administrators will be verified and approved by the Patrol. Once your agency 
has an approved ORI administrator, it will not be required to provide to the Patrol other 
access levels ORI Read only, OCA Administrators and OCA Read Only users.
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Note:  Clicking on Rapback Notification will tag the user for Rapback and validation.  
Currently, only DESE is authorized in statute for Rapback.
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Enter all mandatory fields and verify information is correct.

Click on ADD ROLE
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If you are an ORI Administrator, you will see all available roles. 

If you are an OCA Administrator, you will only be allowed to choose the “MACHS OCA 
Read Only” option. 

NOTE:  In this example, the user (Lilly Tomlin) is being added by an ORI Administrator
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Verify the information is correct before clicking on REGISTER
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A User ID and Generic Password will be sent to email account listed for the User once 
verified and approved. 
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Only ORI/OCA administrators will be able to view the request list. 
The list includes all users under the ORI/OCA. 
Request Type:
New Profile- A new User has been entered
Updated- Any changes made after the initial User registration
Status: 
Patrol Verification: ORI Administrator request forms are required to be verified by the 
Patrol. This is the only access level that will have this requirement.
Complete: The request has been completed and an email should have been sent to the 
requesting email address. (ORI Administrator or OCA Administrator)

39



40



41



42



43



44



45



46



47



Updating or Deleting a User-
Updates and Deletes can only be done by ORI/OCA Administrators.
Click on Manage Users to view a list of your Users.
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You may specify in the “Search” field the User you are looking for.  Click on the User you 
wish to update or delete.
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Under “User Details”  is an icon of a Pencil. Click on this Icon to bring you to the Edit 
Page.
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The Delete Profile button will delete the user completely.  A new User Access form will 
be required if adding the user again in the future. 
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Updating: ORI/OCA Administrators can update the User from this screen as well.  
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Changing the User’s Access:   ORI/OCA Administrators can change the current access of 
their user’s by clicking on “CLICK TO ADD ROLE”
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Click on the access type to remove the checkmark. Then click on the type of access you 
want to change the User to.  Click “Add Selected Roles”. 

The Administrator will receive an email when the User Access level has been updated 
and approved. 
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If your agency has access to RapBack Notifications, you will work out of this queue as 
well as the View Results queue. 
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Once you click on Unsubscribe, you will no longer receive notifications for this 
individual. This will also remove the person from the “Validations” queue. 
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REMEMBER: The Rapback updated response is for fingerprint based “Arrest” only. The 
prosecutor action and/or court action will not be included, even when the final 
disposition is available. A new fingerprint background check would need to be 
requested if the result of the final disposition is needed. 

The agency or applicant will be responsible for obtaining further disposition 
information based on the arrest. 
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The MACHS Validations queue will allow the agency to remove any individuals no 
longer employed by them. 

When viewing the results of an applicant, an Unsubscribe button is available within that 
screen as well. This allows the Administrator to unsubscribe individually as they 
become aware of an employee’s status. However, the validations queue will allow the 
agency to complete multiple validations at one time. 
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The Upload Validations via File allows the agency to upload all of the applicant names 
to a file. The file may then be cross-referenced with the agency’s employee listing. The 
agency may then remove all individuals that are no longer employed, volunteering or 
licensed.
Download Validations in a File – once the agency has validated all names on the 
validations list, the file may then be downloaded back to the MACHS site. 
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The Public Access to the Fingerprint Status tool will allow agencies to keep track of 
where the applicant is in the MACHS registration process. 
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Registration: The individual has registered with the MACHS registration system.

Fingerprints Submitted: The individual’s fingerprints have been submitted by 
Cogent.

Received- In Progress: The fingerprints are being reviewed by our AFIS system 
and/or Quality Control.

Complete: The MSHP has completed the process and the results 
have been forwarded to the appropriate agency.
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The CLICK HERE link will take you to Cogent’s website to search for an applicant’s 
registration information and to retrieve the TCN number. 

You will need the applicant’s First Name, Last Name and Date of Birth to get the TCN.

Once you have your TCN, return to the Fingerprint Status page and enter the 
information.
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